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1. General information 
 

Processing of the personal data of job applicants of Omnitele:  

• Personal data is collected primarily from the applicants themselves. 
• Omnitele only processes such data which are necessary for the purposes of recruitment process. 
• Personal data may be accessed only by such representatives of Omnitele who need to process the 

information to perform their working duties. 
• Omnitele processes the personal data of job applicants to prepare an employment contract on the 

applicant’s request. 
• The Applicant can influence how Omnitele processes their personal data. This notice describes the 

rights of the data subjects and how the rights can be exercised. 

2. Controller and contact information 
 

Omnitele Ltd. 

Mäkitorpantie 3 B, Helsinki, Finland 

privacy@omnitele.com 

+358 9 6959 91 

3. Purpose of personal data processing 
 

Personal data is used for the preparation of an employment contract on the data subject’s request and for related 
recruitment measures and assessment of the suitability of the employee. 

4. Categories of personal data 
 

The controller processes the following information concerning job applicants: 

• Basic information, such as name, date of birth, home address and other contact information 
• Job application and other information related to the job application process, such as language skills, 

information on education and qualifications, information on personal assessment and aptitude 
tests, credit information if permitted or required by law 

• Information of referees stated by the job applicant 
• Information related to the progress of the recruitment and possible selection process 



  

5. Legal basis for the processing 
The controller processes personal data for preparing and executing an employment or service contract. 

The controller’s right to process the personal data of the data subject, i.e. the applicant, is based partly on the 
legitimate interests arising out of the recruitment process. 

Personal data may also be processes on the basis of consent insofar as required under legislation, for example for 
conducting personal and suitability assessment. 

6. Regular sources of information 
The controller collects personal data primarily from the data subjects themselves. Data may also be collected from 
the data subject’s referee and a recruitment consultant.  

The controller may also collect personal data from other sources with the data subject’s consent, unless it is question 
of the person’s credit information to establish the applicant’s reliability, in which case no consent is required. 

7. Recipients or categories of recipients of personal data 
The processing of personal data has been outsourced to the following service providers who process personal data 
on behalf of the controller: 

• Providers of the IT systems of HR management 
• Communication services providers 
• Accounting firm 

8. Transfer of data to third countries 
Personal data will not be processed outside the EU and EEA. 

9. Personal data retention period  
Personal data will be stored for as long as is necessary for the purposes for which they are processed or for 
complying with the controller’s legal obligations. For example the limitation period set out in legislation and 
employer’s obligations will be taken into account in the storage periods. 

The retention period of all applications is two years. 

10. Security of personal data processing 
Personal data is stored in systems which are protected with firewalls, passwords and other technical and 
organisational measures generally accepted in the field at the time.  

Only such employees of the controller who need to process the personal data to perform their working duties have 
access to personal data processed by the controller and these persons are bound by an obligation of secrecy. 



  

11. Data subject’s rights 
 

Right of access 

The data subject has the right to obtain from the controller confirmation as to whether or not personal data 
concerning them are being processed. The data subject also has the right to access personal data concerning the 
data subject as well as information on the processing of personal data as set out in the Data Protection Regulation. 

When the data subject exercises their right to access the data, the controller provides a copy of the personal data 
undergoing processing. If the data subject requests multiple copies, the controller may charge a reasonable fee for 
them based on administrative costs. 

Right to rectification 

The data subject has the right to request the controller to rectify inaccurate personal data concerning the data 
subject without undue delay. The data subject also has the right to have incomplete personal data completed by 
providing the controller with a supplementary statement. 

Right to erasure 

The data subject has the right to obtain from the controller the erasure of personal data concerning the data subject 
without undue delay if: 

• the personal data are no longer needed for the purposes for which they were collected or otherwise 
processed; 

• the controller has processed the personal data unlawfully; or 
• the personal data have to be erased for compliance with a legal obligation the controller is subject 

to. 

12. Changes to this Privacy Notice 
 

Omnitele may amend this policy from time to time. If we make any substantial changes in the way we use your 
personal information we will make that information available by updating a notice on this site. 

 

 


